Appendix D. Follow-up Report to Lost/Stolen Equipment with NO PII Involved 
Instructions: To be completed by the user’s supervisor and returned to cyber.incidents@usda.gov within 10 business days. 

Supervisor: Since this lost and stolen equipment report indicated that no personally identifiable information was present, this form provides for verification of this assumption. You are validating the type of information that the employee (user) would have on his/her device during the normal course of business. 

Cyber Security Information 
	Item 
	Description 

	Cyber Security Incident number: 

	Date and time Incident received by the hotline: 


User Information 
	Item 
	Description 

	Name: 

	Work Phone Number: 

	Agency: 


Incident Information 
	Item 
	Description 

	Type of equipment lost/stolen: 

	Approximate location of incident: 


Verification Information 
	Item 
	Description 

	Prepared by: 

	Type of information handled by this employee (user) during normal duties: 

	If employee or customer data is accessed by this employee, describe why this information is not considered PII: 

	If the equipment was a Blackberry or other device that allows for remote wiping of the data, please confirm that the device was flagged for wiping. 


	Validation Official Signature:
	


